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IV. PROPOSED system 
IV.A.  Introduction
It is important for Bidders to recognize that, while the DPR makes use of technology to assist with dispatching, the DPR does not currently possess contemporary law enforcement technology tools. The following descriptions reflect the framework and general requirements of the proposed system. In this section and the rest of the IFB, the term “Proposed System” refers to the combination of the CAD, RMS and MAS hardware, software, interfaces and any third-party products or ancillary subsystems necessary to meet the requirements described in Section VI: Technical Requirements.

IV.B.  Business Objectives

The DPR has identified thirteen primary business objectives, listed below. These objectives have driven the technical and functional specifications within the IFB. 

IV.B.1 Apply Technology to Defined Business Requirements 

The initial, and most fundamental, business objective is to obtain technology tools and products which meet the defined functional demands of the DPR. The business requirements, contained within Section VI: Technical Requirements, are derived from comprehensive discussion with DPR employees, and standards developed by the Bureau of Justice Assistance, the National Institute of Justice and the Law Enforcement Information Technology Standards Council (LEITSC), version 1 (CAD and RMS, produced in July 2006).

IV.B.2 Enable a Single Point of Data Entry

The DPR requires a single point of data capture and entry for the Communication Operators. Specifically, the DPR expects to reduce duplicative CAD data entry within the Communication Centers by 50%. 

IV.B.3 Increase the Speed and Number of Data Retrievals 

The DPR anticipates that technology tools will enable faster and more frequent data retrievals than the current manual processes, which will enable better information gathering and reporting when investigating incidents and trends.

IV.B.4 Integrate CLETS into Dispatch and Mobile Devices

The DPR requires the elimination of the need for a separate CLETS terminal at the Communication Centers. Additionally, the proposed system must provide field units with direct CLETS access, further reducing dispatch CLETS inquiries. While voice radio inquiries should always be an option (at the discretion of the field unit), the reliance upon Communications Operators to perform CLETS inquiries needs to be reduced to improve radio availability. 

IV.B.5 Eliminate Manual Statistics Preparation 

One of the principle objectives is to create accurate and automated State and federal Uniform Crime Reporting (UCR) and National Incident Based Reporting System (NIBRS) criminal statistics. 

IV.B.6 Introduce Data Exchange Capabilities 

The DPR will introduce the capacity to exchange information both within the DPR, as well as with external justice partners, by taking advantage of electronic interfaces and data exchange tools.

IV.B.7 Create Redundancy 

A redundant, failsafe, CAD configuration will be deployed to achieve seamless backup operations within and among the three Communication Centers, where no such backup exists in the current environment. In addition, the RMS will include a redundant configuration. 

IV.B.8 Increase the Safety of Field Units

The introduction of an Automatic Vehicle Location (AVL) feature will permit Communications Operators and Peace Officers in the field, to visually identify all of the active DPR vehicles on a map display (on both the dispatch workstation and on the mobile devices in the field). AVL improves safety by providing Communications Operators, and fellow Peace Officers with the physical location of Peace Officers without the need to identify one’s location via voice radio. The feature is most effective when it is needed the most – when Peace Officers cannot communicate, but are in need of help. 

IV.B.9 Improve the Efficiency of Call Assignment

The introduction of AVL permits the CAD component to assign Peace Officers to calls for service based on their proximity to the event. AVL will facilitate more efficient call assignment than the current, manual process. 

IV.B.10 Reduce Radio Traffic 

By introducing digital dispatch (and the associated messaging features), the DPR can reduce radio traffic freeing the channels for high-priority voice transmissions. 

IV.B.11 Eliminate Risk of Total Communication Failure 

By deploying an ad hoc voice network, the DPR will effectively create a secondary, albeit temporary, voice communications network to prevent total communication failure in the event a key radio component fails. The technology eliminates the presence of a single point of radio communication failure, which exists today. 

IV.B.12 Contribute to Domestic Preparedness through Interoperability 

The DPR is required to contribute and receive criminal justice data with specific (and authorized) justice partners in Global Justice XML Data Model (GJXML) format. By implementing technology to exchange data in this format, the DPR will fill a gap that exists today with respect to information exchange, and will benefit the agency in terms of criminal investigations and crime analysis while at the same time contribute vital information to regional, state and federal justice partners. 

IV.B.13 Use Time Spent Writing Manual Reports for Achieving DPR’s Mission 

By introducing report writing software, the DPR will decrease the time dedicated toward manually preparing incident, arrest and traffic reports. The DPR will use the time savings toward achieving the DPR’s mission.
IV.C.  Functional Capabilities

The following are the high-level functional capabilities that have been defined for this Public Safety Technology Modernization (PSTM) project. The specific requirements the Bidders must meet are contained in Section VI: Technical Requirements. 

IV.C.1 General Features

The Proposed System will change the DPR’s processes from paper-based processes to electronic processes with the data contained in a centralized, searchable repository. By taking advantage of various technologies, the Proposed System will provide both Communications Operators and Peace Officers better, more efficient tools for their jobs.

There are several general features that the Proposed System must include:

· Graphical User Interface (GUI) and windows technologies, which allow access to multiple data sources at one time (e.g., maps, CAD, CLETS);

Pulldown fields and automatic fill (i.e., character matching) features that are linked to appropriate internal and external databases to ensure consistency of data entry and matching of existing data (e.g., matching a known vehicle, location, or alias);

· Flexible filter, sort and search features, including Soundex, text and field matching by key fields (e.g., names/aliases, physical characteristics, vehicle information and geographic locations);

· “Super query” features that allow the user to submit a single transaction that will query multiple databases (e.g., local and state name databases);

· Flexible data entry features that allow users to enter data via form-based entry, text-based entry, or be prompted for required data, whichever is most appropriate for the task at hand;

· Data validations and business edits that enforce use of standardized codes, abbreviations and notations, including multi-jurisdictional edits, to ensure more accurate reports, statistics and searching;

· Document workflow/routing features that will allow users to route documents for review, approval and informational purposes; and 

· User-friendly ad hoc reporting features.

These general features must be part of the CAD, RMS and MAS components. 

IV.C.2 CAD Features

The CAD component is the main entry point for most data and the critical communications link between Communications Operators and Peace Officers. The Proposed System must address several features which are summarized below.

IV.C.2.a Call and Data Intake

The Proposed System must allow Communications Operators to capture Call For Service (CFS) information from the public. The Proposed System must use Automatic Number Information (ANI) and Automatic Location Information (ALI) from E911 systems to save the Operator time by automatically populating the caller’s name, address and phone number into the appropriate fields. Additionally, the CAD component must allow for the automatic research of repeat locations and calling party names.

The Proposed System must use a geofile to validate and standardize location and address information. It must also cross-reference addresses and locations with law enforcement-defined reporting areas, X/Y/Z coordinates, ZIP codes, and other identifiers. Furthermore, it must provide cross-references to addresses and locations using common place names (e.g., business names, parks, hospitals, and schools) and street aliases, and indicate the direction of travel on particular streets and the side of a street for a specific address. The geofile must contain sufficient information to ensure that an address is valid and all addresses must be validated when entered into the system.

Mobile devices must allow Peace Officers working in the field to access call data, maps and various databases, as well as allowing Officers to access the RMS to enter and access data and reports. 

IV.C.2.b Dispatching

The Proposed System must provide an electronic locator for public safety vehicles, vessels and equipment. The AVL component must include an interface with the CAD for proximity dispatching, and in-vehicle mapping with AVL location features to permit the viewing of active units relative to the viewer. 

Once a unit(s) has been dispatched, the system must allow Communications Operators to monitor unit status and location either via voice communication or through the mobile devices. If needed, the system must provide dispatch decision support to the Operator through the use of preset criteria that recommend resources based on the type and priority of the CFS, such as the history of the location, suspect and the possibility that hazardous materials may be involved. Where appropriate, a Be on the Lookout (BOLO) feature must present Operators with information on the nature of the BOLO and appropriate information about the person, vehicle or location. 

IV.C.2.c Call/Event Coordination and Management

The Proposed System must manage a call by continually updating the CFS data with any additional information reported by callers or Peace Officers on scene. The resource recommendations may be revised based on additional information received and resources may be added or reassigned based on the changing conditions. Upon completion of the event, field units that are equipped with mobile devices can quickly close the CFS by entering a code signifying the disposition of the event. 

The system must also maintain information on available ancillary resources that interact with law enforcement. For example, tow truck companies and ambulance services often require that they be assigned in a particular order. This feature will eliminate the need to maintain paper logs of when and how to assign such units by storing appropriate lists and business rules for assignment. 

IV.C.2.d CAD Light

CAD Light provides users, who have the correct application permissions, with the ability to sit at any RMS or Mobile workstation and retrieve real-time CAD call for service information including, at a minimum, unit status, pending calls, assigned calls, and time in current status. CAD Light provides authorized users with read-only access to this real-time information. DPR anticipates no more than fifty (50) concurrent users of the CAD Light application at any given time. This is intended to be part of the overall CAD solution. All references to CAD in this document, include CAD Light, as applicable. 

IV.C.2.e CAD Management Reporting

The CAD component must include standard reports that can be run using user-defined parameters. New reports defined either through the CAD component or a third-party reporting tool must be stored as a standard report available through the CAD component. In all cases, ad hoc reporting must be included as a standard feature. Refer to the Bidders’ Library file for an inventory of the required reports and samples of each report (“! Reports Inventory.xls). 

IV.C.3 RMS Features

The RMS component serves as the data repository that facilitates data analysis, reporting and statistics generations. The Proposed System must include the six (6) key features described below. Refer to the Bidders’ Library file for an inventory of the required reports and samples of each report (“! Reports Inventory.xls).

IV.C.3.a Automated Field Reporting

One of the key features of the RMS is the Automated Field Reporting (AFR) component. The Proposed System must provide an online format for the entry of field contacts and the circumstances surrounding the contact. Utilizing dynamic forms, users will enter data into a single form that can share its data with all forms that are related. Dynamic forms must extract relevant data from the original Operators’ entry fields into a primary incident report. At the user’s discretion, the data from the primary report may be accepted, amended or shared with any additional individual reports (e.g., supplements, arrests, etc.) automatically. The data collected in the field must also update the centralized Master Name Index and Master Vehicle Index so that all Operators and Peace Officers will have access to the information. The report writing component must include all the features commonly found in word processing software such as type ahead, spell check, word wrap, etc. The component must allow the use of digital signature authorization for report approval. 

IV.C.3.b Incident and Crime Reporting

The Proposed System must allow investigation of non-criminal incidents as well as documenting criminal activity. Incident reports may be completed for any incident that requires documentation. Normally, incidents would originate from dispatched calls for service. The disposition of the incident from CAD would determine whether a report would accompany the Peace Officer's response. 

An automatic and sequential report number must be generated from the system that will provide a single case number. The dispatch-generated incident information will be transferred to the RMS for supplemental data entry and summary analysis. The system must provide the ability to request report numbers from selected workstations outside the Communications Center, including Records staff. Additional incident report data entry will supplement the basic transferred CAD incident record. Uniform Crime Reporting (UCR) and Modus Operandi (MO) coding and data entry must be completed automatically based on the information supplied by operational personnel. 

The software must produce the required monthly UCR. The reports must meet all Federal and State UCR requirements and must contain all required data and provide an analysis of UCR Part I and Part II Crimes. Statistics must be reported for the specified month, year-to-date and the previous month; for the month specified during the previous year and the previous year-to-date, as well as the percentage change.

Changes made to records in the past (beyond one month) must automatically result in supplemental records that are incorporated in the current month's tally. Any UCR report must have the capability of being rerun as many times as desired. There must also be a place for the preparer's digital signature on all reports. The reports must be menu selectable and access the offense, arrest, juvenile, property and vehicle files in order to generate specific reports. The system also must be flexible enough to support Incident Based Reporting (IBR).

IV.C.3.c Traffic Accident Reporting

Traffic accident reporting needs differ from general criminal incident reports in that they emphasize the cause of the accident; weather, visibility, and road surface conditions at the time of the accident; and location information. Therefore, the traffic accident reporting component must include drawing or diagramming tools to assist in accurately capturing accident scene and location information.

IV.C.3.d Property and Evidence

This component involves the receipt, tracking, storing and disposition of all property received and secured by the DPR. All property entering the DPR is associated with a written incident report describing how the property was obtained. 

As property and evidence are received, its descriptive, storage and receipt information is recorded into the Proposed System. When applicable, serial numbers will be entered into CLETS/National Crime Information Center (NCIC). The system must use bar code readers to automate property transactions. Assignment of serial numbered bar code labels must accompany initial processing of the property by the Peace Officer booking the item. 

Movement of the property must be tracked as the items are checked in, checked out, moved, disposed of, or released based upon the bar code. 

IV.C.3.e Case Management and Analysis

As a tool for investigators and supervisors, the case management component must continuously monitor filed reports in the RMS for any reports that require investigative follow up. Based on the information entered by the Peace Officer and Records staff, the Proposed System must automatically assign solvability factors to the report and make recommendations for assignment. 

The Proposed System must have comprehensive, flexible (e.g., sort, filter, ad hoc) search and select criteria, and conduct analysis on all database elements. Geographic crime analysis tools will expand the crime analyst’s role from traditional research to preparing crime prediction models.

The system must include a feature to denote that a person, property, or vehicle is being investigated. This will allow investigators to coordinate efforts and notify field Peace Officers to be aware of potential safety issues. For example, when a vehicle is “tagged” for investigative purposes, a warning could “flash” to the Communications Operator or Peace Officer who queried the vehicle or suspect.

The Proposed System must extract address-based and other geographic-related data from the RMS. The system must “geocode” (i.e., provide coordinate points for plotting) location information for “plotting” on an off-the-shelf geographic information system (e.g., ArcView). This will provide for crime analysis functions such as trend analysis and “hot spots”.

IV.C.3.f RMS Data Management

In addition to the other features, the Proposed System must provide tools and features for management of data records, including record expungement and sealing, data redaction, records retention/expiration dates, and a data dictionary. 

IV.C.4 Centralized Data Repository

The Proposed System must make use of several centralized data sources as well as interfaces with other systems (interfaces are discussed in the next section). This will ensure all Communications Operators and Peace Officers have access to the correct, most up to date information. 

IV.C.4.a Master Name Index (MNI)

The Proposed System must incorporate subject records from all points of name entry into the system. Individuals identified in incident or crime reports (e.g., suspect, victim, witness, complainant and DPR names) must be permanently stored. Field interview records, warrants, missing person reports and all other name-based data entry must be included in this index. The system must provide a menu for name search both by exact spelling and by Soundex search capability.

IV.C.4.b Master Vehicle Index (MVI) 

The Proposed System must incorporate vehicle records from all points of vehicle entry into the system. Vehicles identified in incident or crime reports must be stored. Additionally, vehicle attributes must be stored whenever National Law Enforcement Telecommunications System (NLETS) inquiries are accessed that involve vehicles. The software must provide a menu for searching for vehicles by selected attributes including partial license plates and support NLETS/Stolen Vehicle System (SVS) entry from the system.

IV.C.4.c Personnel Data

Personnel data and recruitment information must include individual career history and personal information, including telephone numbers, emergency contact information, and special certifications. Personnel components must be integrated with other CAD/RMS components (e.g., employee data entered in the Personnel file also will update CAD unit roster files). Access to personnel data will be strictly controlled by the System Administrator to ensure confidentiality.

IV.C.5 System Interfaces

The three primary interfaces to the CAD component are the RMS/AFR, regional/CLETS/NCIC warehouses, and the E911 system. These CAD interfaces are considered to be essential for conducting primary law enforcement business functions. The Proposed System also must provide electronic access to a variety of other systems and resources, including maps, general orders (DPR-specific), legal source books, and penal codes. The Administration CAD interfaces assist DPR law enforcement personnel, dispatchers, call takers, and command in working together. The key interfaces include Push-to-Talk and master time interface.

Locational components/interfaces provide automated access to address, geographic, and mapping information for law enforcement and rescue operations. The primary locational systems include AVL, GIS, and mobile and real-time mapping.

The Proposed System also must have public awareness messaging capabilities to broadcast, publish, and send messages to individuals or agencies that need to be aware of critical events. Examples include Amber Alerts, critical incident occurrences, and notifications to utilities, transportation agencies, or hospitals. 

Finally, the RMS must interface to a variety of systems to assist with queries of pertinent data and exchange of data to minimize redundant data entry (e.g., download from CAD). These interfaces include: 

· CLETS/NLETS

· National Crime Information Center (NCIC) 

IV.C.6 System Administration Features

The Proposed System must be configurable by System Administrators to allow for the enforcement of the agency’s Standard Operating Procedures (SOP) and to modify certain system variables. Examples include resource allocation algorithms and dispatch policies, agency and chief’s name, and parameters such as juvenile default age, X/Y/Z or state plane geography coordinates, and name match rules. The system must allow the DPR to determine screen parameters, color choices, font size, screen layout, and user preferences. 

In order to facilitate management and modification of these key parameters and algorithms, the system must make use of tables to store data and parameters used to support system recommendations or decisions. Each of the patrol sectors within the DPR will have their own set of SOPs that contains business rules for table maintenance and specific codes and literals.

IV.D. Technical Vision

The initial implementation of the CAD component will be at each of the three Communication Centers concurrent with the deployment of 75 mobile devices. The RMS component will be installed following the successful implementation of the CAD and MAS. Upon successful installation of the CAD and RMS components, the DPR may expand the installation of the RMS and MAS enterprise-wide
. 

IV.D.1 System Concept

Figure IV‑A and Figure IV‑B depict the conceptual environment
 upon completion of the PSTM project.

The Proposed System must allow users access to all Prime Contractor-provided software components/packages and appropriate interfaces through a single end user device (i.e., PCs, laptops, etc.). For example, access to DOJ law enforcement databases, RMS, office automation (i.e., MS Office), etc., will all be performed from a single CAD workstation. The CAD workstation also must be able to send and receive faxes
. 

The database(s) must adhere to open database connectivity (ODBC) standards. Data communication protocols must make use of de-facto industry standards such as TCP/IP. 

The system interfaces must be designed so that upgrades to one system do not significantly impact other systems. The interfaces must utilize standard data communications protocols and message formats, including the GJXML format.

The Proposed System must have separate development, testing, training and production environments. These environments may be implemented as virtual machines. The Proposed System also must provide bar code readers to assist with managing property and evidence, and mobile devices with AVL features. 

[image: image2.wmf]Secure Net

DPR WAN

CLETS DOJ

T

-

1

CAD

RMS

Servers

T

-

1

CENCom

T

-

1

SURCom

CAD

Failover

Msg

/

Mobile

Failover

Msg

/

Mobile

Srvr

SURCom

MDCs

NORCom

MDCs

CENCom

MDCs

CLETS 

DOJ

DPR

Switch

Switch

F

a

i

l

o

v

e

r

F

a

i

l

o

v

e

r

F

a

i

l

o

v

e

r

Switch

`

CAD Client


Figure IV‑A. Conceptual Diagram
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Figure IV‑B. RMS Conceptual Diagram
IV.D.2 Redundancy and Fault Tolerance

Because this system is a mission-critical application that involves public safety as well as the safety of law enforcement individuals, it is paramount that the Proposed System design includes redundancy and fault tolerant features within each Communications Center and between Communications Centers. Single points of potential failure in hardware and network components must be eliminated. The CAD components at each of the Communication Centers will be connected to the existing backup UPS and generators, as discussed in Section IV.C.2.d: CAD Light.

The primary RMS server shall be located either at one of the three (3) DPR Communication Centers. A secondary backup RMS server shall be located at a location geographically separate from the primary RMS server. The use of virtual servers is encouraged to facilitate rerouting of operations and network traffic. In addition, the Proposed System’s design must be scalable from both a hardware and software standpoint to adapt to increased demands in network traffic and user base.

IV.D.3 System and Data Security

The Proposed System must provide tiered, role-based, user access to information, using passwords and other authentication and nonrepudiation practices. The DPR envisions the use of emerging technologies such as biometrics, smart cards, and security tokens.

The system must secure data based on various parameters such as user ID, database field, etc. The system will contain several types of sensitive Information that will need to be protected, such as information regarding juveniles, medical events, and personal identification information.

The proposed system shall comply with:

· All Department of Justice CLETS security requirements,  

· Chapter 5300 of the State Administrative Manual on Information Security (http://sam.dgs.ca.gov/TOC/5300/default.htm), 

· Department of Finance Budget Letters (http://www.dof.ca.gov/budgeting/budget_letters) 

· BL05-32 Information Technology Security Policy - Encryption on Portable Computing Devices —  issued November 14, 2005,  

· BL05-08 Information Technology Security Policy - Classification of Information —  issued June 3, 2005, and

· BL03-11 Safeguards for Firewalls and Servers — issued May 13, 2003. 

The proposed system must also conform to the requirements contained within the Information Technology Security Program Guide issued by the State’s Office of Information and  Security  available at http://www.oispp.ca.gov/government/documents/pdf/Info_Sec_Program_Guide.pdf.

The system must log all system-related events, including security violations and attempted breaches, errors, changes, and updates. Authorized Systems Administrators will be permitted to view and search the logs, but no user or administrator will be permitted to modify the logs.

IV.D.4 Maintenance and Support of the Proposed System 

The Prime Contractor must support the Proposed System through an extended support arrangement as set forth in Section VI.G: Maintenance and Operations Phase, as the DPR presently is not equipped to operate or support the infrastructure requirements of 7 days a week, 24 hour availability. 

The Bidder will be responsible for operation, administration and maintenance of any network switches, servers, storage area networks, databases, cellular carrier routers, backup systems, and other network support services required to support the dispatch environment (including, but not limited to, active directory, DNS DHCP, and WINS servers).    

Remote access to the network will be provided to the Bidder subject to the provisions contained within the security policies identified within Section IV.D.3: System and Data Security. 

The Bidder will be responsible for ongoing operation and maintenance of the primary and backup RMS servers and any other ancillary services and databases necessary to support the RMS system. All mobile data devices deployed in DPR vehicles for dispatch purposes will also be supported and maintained by the Bidder. DPR will be responsible for the operation and maintenance of DPR-provided hardware and software.

The DPR has elaborated the technical requirements and performance requirements for the Proposed System in Section VI: Technical Requirements. 

IV.E.  Hardware and Software 

The Bidder must provide all necessary hardware and software for the Proposed System, including but not necessarily limited to the data storage, firewalls, routers, backup system, mobile devices, etc. The Bidders’ Library contains the list of hardware and software that was used as the basis of estimates when planning the PSTM project. This information is provided as background information only. 
The Bidder also will be responsible for performing the installation of the mobile equipment in the DPR’s vehicles. Bidders should note that the DPR uses a wide variety of vehicles including jeeps, trucks, and sport utility vehicles. The Bidder must consider the installation needs of these varied vehicle types when selecting mobile devices for use with the Proposed System. The Bidder’s Library contains additional information on the DPR’s vehicles and mobile device needs.
IV.F.  Future System Challenges

The DPR operations are based on State and Federal statutory requirements and DPR policy and established procedures. The impact of potential State, Federal and DPR regulatory changes to the data required and/or the processes performed by the DPR cannot be foreseen. Therefore, the system must be flexible in order to accommodate future changes. When new regulations/policies are adopted, the Prime Contractor must provide support to assess the impact on the system’s technical and operational environment. The Prime Contractor also must provide the technical and administrative support necessary and work with the DPR to implement the changes to achieve compliance with the associated actions. These changes will be accomplished through the provisions discussed in Section VI.C.8: Unanticipated Tasks, and Section VII: Cost.
IV.G.  Site and Deployment Preparation Activities

In order to prepare for the arrival of the selected vendor and beginning of deployment, the DPR has performed the following activities:

Site Survey Preparations

· Performed surveys at all sites and are confident there will be no delays due to power, network, UPS, or other site issues.

· Performed an in-depth inventory of the computer hardware found at all locations that will be impacted by the project.

· Most of the configuration information will be accumulated and ready for entry into the selection solutions before contract award.

Policy and Procedure Reviews

· A third party contractor has performed a Fit Gap Analysis of DPR’s current dispatching operations and processes.

· Policies and procedure revisions based on the Fit Gap Analysis Report will be in place before contract award. 

· State and federal regulations and laws that are unique to DPR have been identified for configuration purposes.

Deployment Preparations

· The training approach and potential training locations have been identified and the Mott Training Academy is fully engaged.

· Pilot program deployment areas have been identified and personnel have been informed of their involvement in the project.

· Mapping data has been staged for immediate import into the selected mapping solution.

· A dedicated full time person had been assigned to the mapping portion of the selected solution.

· A tentative deployment schedule has been made to be used as a guide for the actual deployment schedule.

· DPR has verified that the mobile data carrier can accommodate our pilot program requirements.

· All vehicle makes, models, and years which will be used in the pilot program have been identified.

· An on-going quality process has been installed in DPR Information Services.

Stakeholder Communications

· DPR communicates with Allied Agencies on a regular basis.

· All subject matter experts, application administrators, system administrators, trainers, and other critical personnel, 19 positions total, will be identified before “go live”.

· Four full time people are dedicated for the entire duration of the project.

· Public relations personnel have been engaged.

· DPR has full stakeholder support and participation in park operations, administration, and IT Services.

· DPR has the full support of State IT project oversight consultant (IPOC) for project progress and direction.

· DPR is working "hand-in-glove" with DGS and IPOC oversight to insure a successful procurement process as well as a healthy project to follow. 

· The project is being run in a very transparent manner resulting in a very high degree of cooperation between all the relevant parties.  







� The enterprise roll-out of additional mobile devices is not considered part of this procurement.


� For the purposes of the diagram, the RMS has been placed at Norcom with a secondary server at Surcom. This is for example purposes only. The Bidder may choose different locations for the RMS servers.


� The DPR will provide one (1) inbound fax line and three (3) outbound fax lines.





